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Background
At SA2#120 it was discussed what assumptions should be made around UPF and SMF Service Areas, e.g. whether it can be assumed that an SMF serves the whole PLMN (i.e. all the RAN nodes and N3IWF in a PLMN) or an SMF may only serve a subset of the PLMN (e.g. a specific geographical area). 
Discussion
Relation between RAN and UPF (UPF Serving Area)
Current EPC allows a deployment where the SGW (or SGW-U in case CUPS is supported) does not have full mesh connectivity with all eNB in the PLMN. The concept of SGW Service Areas is used to handle such deployments, including SGW relocation in case a UE moves outside of the SA of the currently serving SGW. 
In 5G it is expected that similar deployment scenarios should be allowed. Furthermore, with the new business models being expected for 5G, more support for vertical use cases, enterprise, Local Area Data Networks and factory scenarios etc it is likely that deployments where a UPF is used for a specific use case with connectivity to only specific RAN nodes is expected. Such UPFs may not have full mesh connectivity with all RAN nodes in the PLMN.  
Proposal 1: Deployments for a UPF only has N3 connectivity to a subset of the RAN nodes (or N3IWF) in a PLMN shall be supported. 
It can be noted that the above proposal does not limit the possibility to provide session continuity in the full PLMN. For a case where a UE camps on a RAN node outside of the Serving Area of the PDU Session Anchor (PSA) UPF, an intermediate UPF can be inserted between the PSA UPF and the RAN node. 

Relation between AMF and SMF and UPF
When the UE is registered to the network, the AMF allocates a Registration Area (RA) in the form of a TAI List to the UE. The UE can move within this RA without contacting the network. When the UE moves out of the RA, the UE must contact the network e.g. using mobility registration procedure. The TAI List may be dynamically updated by AMF and thus change as the UE moves in the network.
At the same time, based on Proposal 1, the PDU Session of a UE may be served by a UPF with a limited UPF SA. When the UE moves out of the UPF SA, a new intermediate UPF must be selected in order to preserve user plane connectivity for the PDU Session. Furthermore, in case the UE has multiple PDU Sessions, there may be multiple serving UPFs with partially overlapping UPF SAs. 
What is then the relation between the RA (TAI List) and the UPF SA(s) of the currently serving UPF(s)?
It has been decided that the MM and SM should be decoupled as much as possible and it is therefore desirable to avoid coupling the UPF SA(s), which is an SM related concept, and the TAI List, which is a MM related concept. However, currently there are aspects in the 5GS procedures that require a coupling, in particular in the Service Request procedure where it is assumed that the currently serving UPF(s) can be used at the gNB when the UE makes Service Request. There are different solutions to this problem:
1) In order to ensure that a UPF can serve a gNB at Service Request, the AMF may learn the UPF SA(s) from each SMF and then ensure that the TAI List is within the intersection of the current UPF SA(s) for all established PDU Sessions. In worst case, the intersection of the UPF SA(s) is only a single TA. This ensures that the UPF does not need to change when UE makes a Service Request. 
2) Alternatively, the SMF(s) serving the PDU Sessions need to select UPFs that can serve the full RA (TAI List). If the TAI List changes, the AMF would need to notify SMF of the current TAI List and the SMF would need to re-select the UPF to another UPF in case the current UPF does not serve the full TAI List. Whether it is even possible to select such UPFs depends on the UP deployments. Also this ensures that the UPF does not need to change when UE makes a Service Request. 
3) Yet another alternative is to allow UPF relocation during Service Request, in case the gNB turns out to be outside of the current UPF SA when UE makes Service Request. 
Out of the above three options, it is only alternative 3 that ensures a clean MM-SM separation. Furthermore, options 1 and 2 have other issues in the sense that it may result in a very suboptimal TA List (option 1) or assumes a UPF deployment that can handle any TAI List created for any UE (option 2). The drawback of option 3 is that Service Request may take a bit longer, but this only happens if UPF relocation is needed during SR and this should not be the most common case assuming a reasonable configuration of UPF SAs. 
Proposal 2: It is proposed to enhance Service Request to support UPF relocation to cover cases where a UE may have moved out of a UPF SA. 
In the current handover procedure, UPF change is supported in Xn HO. The UPF change for N2 HO is not specified and it shall be supported regardless if there is registration area change during HO.
Proposal 3: It’s proposed to enhance the N2 based HO procedure to support UPF relocation with or without registration area change.

Proposal
The following changes to the TS 23.502 are proposed. 
[bookmark: _Toc476030922][bookmark: _Toc470196727]***** First Change *****
[bookmark: _Toc480389670]4.2.3.2	UE triggered Service Request in CM-IDLE state
Editor's note:	Procedure includes aspects required to support network slicing.
The Service Request procedure is used by a 5G UE in CM‑IDLE state to request the establishment of a secure connection to an AMF. The UE in CM‑IDLE state initiates the Service Request procedure in order to send uplink signalling messages, user data, or response to a network paging request. After receiving the Service Request message, the AMF may perform authentication, and the AMF shall perform the security procedure. After the establishment of a secure signalling connection to an AMF, the UE or network may send signalling messages, e.g. PDU session establishment from UE to the network, or the SMF, via the AMF, may start the User Plane resource establishment for the PDU sessions requested by network and/or indicated in the Service Request message.
Editor's note:	The state names (e.g. CM-IDLE, CM-CONNECTED) of the UE need to be aligned when decided
For any Service Request, the AMF may respond with a Service Response message to synchronize PDU session status between UE and network. The AMF may also respond with Service Reject message to UE, if the Service Request cannot be accepted by network.
For Service Request due to user data, network may take further actions if User Plane resource establishment is not successful.
NOTE:	The procedure in this clause 4.2.3.2 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in CM-CONNECTED state and in which the User Plane resource is always considered established for an active PDU session.
Editor's note:	The names of N2 message and N11 message are FFS.






Figure 4.2.3.2-1: UE triggered Service Request procedure
1.	UE to (R)AN: MM NAS Service Request (PDU session ID(s), security parameters, PDU session status).
	The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the RAN. The RRC message(s) that can be used to carry the 5G Temporary ID and this NAS message are described in RAN specifications.
	If the Service Request is triggered for user data, the UE includes the PDU session ID(s) in NAS Service Request message to indicate the PDU session(s) that the UE needs to use. If the Service Request is triggered for signalling only,  the UE doesn't include any PDU session ID. When this procedure is triggered for paging response, if the UE needs to use some PDU session(s), the UE includes the PDU session ID(s) in MM NAS Service Request message to indicate the PDU session(s) that the UE needs to use. Otherwise the UE will not include any PDU session ID.
	The PDU session status indicates the PDU sessions available in the UE.
Editor's note: It is FFS whether there is need to indicate the user data, signalling or paging response.
2.	(R)AN to AMF: N2 Message(MM NAS Service Request , 5G Temporary ID, Location information, RAT type, RRC establishment cause). Details of this step are described in RAN specifications. If the AMF can't handle the Service Request it will reject it.
	5G Temporary ID is obtained in RRC procedure. RAN selects the AMF according to Temporary ID. The Location Information and RAT type relates to the cell in which the UE is camping.
	Based on the PDU session status, the AMF may initiate PDU session release procedure if the PDU session is not available in the UE.
Editor's note:	The name for the global cell-id e.g. whether ECGI is used or some other term is FFS and will need to be determined also in collaboration with RAN WG.
Editor's note:	Procedures for the monitoring events for "Availability after DDN failure" are FFS.
Editor's note:	Procedures and parameters for CSG paging are FFS depending on whether CSG will be supported.
3.	If the Service Request was not sent integrity protected or integrity protection is indicated as failed, the AMF shall initiate NAS authentication/security procedure as defined in clause 4.6.
	If the UE triggered the Service Request to establish a signalling connection only, after the security exchange the UE and the network can send signalling and steps 4 and 7 to 12 are skipped.
4a.	[Conditional] AMF to SMF: N11 Message(PDU session ID(s)).
	If the MM NAS Service Request message includes PDU session ID(s), or this procedure is triggered by SMF but PDU session IDs from UE correlates to other SMFs than the one triggering the procedure, the AMF sends N11 message to SMF(s) associated with the PDU session ID(s).
5.	Based on the new location info, the SMF checks the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of UPF that connecting to RAN, SMF selects a new intermediate UPF.
6a.	[Conditional] SMF to new UPF: N4 Session Establishment Request 
If the SMF selects a new UPF to act as intermediate UPF for the PDU session, an N4 Session Establishment Request message is sent to the new UPF, providing Packet detection, enforcement and reporting rules to be installed on the intermediate UPF. The PDU session anchor info for this PDU Session is also provided to the intermediate UPF.
6b.	new UPF (intermediate) to SMF: N4 Session Establishment Response
The new intermediate UPF sends an N4 Session Establishment Response message to the SMF. In case the UPF allocates CN tunnel info, it provides CN DL tunnel info and UL tunnel info (i.e. CN N3 tunnel info) to the SMF. The SMF starts a timer, to be used in step 17a to release the resource in old intermediate UPF if there is one.
7a.	[Conditional] SMF to UPF (PSA): N4 Session Modification Request 
The SMF sends N4 Session Modification Request message to PDU session anchor UPF, UPF (PSA), providing the DL tunnel information from new intermediate UPF.
7b.	UPF (PSA) to SMF: N4 Session Modification Response
The UPF (PSA) sends N4 Session Modification Response message to SMF.
4b8.	[Conditional] SMF to AMF: N11 Message (N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)) to the AMF.
	Upon reception of the N11 Message in 4a, each The SMF generates N2 SM information and sends N11 Message to the AMF to establish the User Plane(s) for the PDU sessions. The N2 SM information contains information that the AMF shall provide to the RAN.
59.	AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, MM NAS Service Accept).
	RAN stores the Security Context, AMF Signalling Connection Id, QoS Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDs in the UE RAN context. The step is described in detail in RAN specifications. Handover Restriction List is described in TS 23.501 [2] clause 5.3.4.1 "Mobility Restrictions".
	MM NAS Service Accept includes PDU session status in AMF.
	AMF shall include at least one N2 SM information from SMF if the procedure is triggered for PDU session User Plane setup. AMF may send additional N2 SM information from SMFs in separate N2 message(s) (e.g. N2 tunnel setup request), if there is any. Alternatively, if multiple SMFs are involved, the AMF may send one N2 Request message to (R)AN after all the N11 messages from SMFs are received. In such case, the N2 Request message includes the N2 SM information received in each of the N11 messages and information to enable AMF to associate responses to relevant SMF.
610.	(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the QoS Flows of the PDU Sessions activated and Data Radio Bearers. The User Plane security is established at this step, which is described in detail in RAN specifications.
	The RAN forwards the MM NAS Service Accept to the UE. The UE locally deletes context of PDU sessions that are not available in 5G CN.
711.	After the User Plane radio resources are setup, the uplink data from the UE can now be forwarded to RAN. The 5G RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 48.
812.	[Conditional] (R)AN to AMF: N2 Request Ack (N2 SM information (RAN Tunnel info, List of accepted QoS Flows for the PDU Sessions activated, List of rejected QoS Flows for the PDU Sessions activated). This step is described in detail in RAN specifications.
	The message may include N2 SM information(s), e.g. RAN tunnel information. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response) if AMF sends separate N2 message in step 5.
	If multiple N2 SM information are included in the N2 Request message in step 59, the N2 Request Ack includes multiple N2 SM information and information to enable the AMF to associate the responses to relevant SMF.
Editor's note:	Further detailing of the messages in N2 is FFS and is to be coordinated with RAN3.
913.	[Conditional] AMF to SMF: N11 Message (N2 SM information (RAN Tunnel info), RAT Type) per accepted PDU Session to the SMF.
	If the AMF received N2 SM information (one or multiple) in step 8, then the AMF shall forward the N2 SM information to the relevant SMF. If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
Editor's note:	It is FFS how to handle the non-accepted QoS Flows.
Editor's note:	Procedure to pause charging by SMF is FFS.
1014.	[Optional] SMF to PCF: If dynamic PCC is deployed, SMF may initiate IP-CAN Session Modification and provides new location information to the PCF.
	See clause x.y.z for details.
11a15a.	[Conditional] SMF to new intermediate UPF: N4 Session Update Modification Request(RAN tunnel info).
	If a User Plane is to be setup or modified the SMF initiates a N4 Session Modification procedure and provides RAN Tunnel Info. See clause x.y.z for more details.
11b15b.	[Conditional] UPF to SMF: N4 Session Update Response.
	See clause x.y.z for more details.
1216.	[Conditional] SMF to AMF: N11 Message ACK.
Editor's note:	It is FFS whether this message is needed.
17a.		[Conditional] SMF to old intermediate UPF: N4 Session Release Request
If there is an old intermediate UPF, the SMF initiates resource release, after timer in step 6b expires, by sending an N4 Session Release Request (Release Cause) to old intermediate UPF.
17b.	Old intermediate UPF to SMF: N4 Session Release Response
The old UPF acknowledges with an N4 Session Release Response message to confirm the release of resources.

***** Second Change *****
[bookmark: _Toc480389671]4.2.3.3	UE triggered Service Request in CM-CONNECTED state
Editor's note:	Procedure includes aspects required to support network slicing.
The Service Request procedure is used by a 5G UE in CM-CONNECTED to request establish User Plane resources for the PDU sessions.
Editor's note:	It is FFS how to handle if the not all the PDU session requested by the UE can be accepted by network.
The network may take further actions if User Plane resource establishment is not successful.
NOTE:	The procedure in this clause 4.2.3.3 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in CM-CONNECTED state and in which the User Plane resource is always considered established for an active PDU session.
Editor's note:	The names of N2 message and N11 message are FFS.







Figure 4.2.3.3-1: UE triggered Service Request procedure in CM-CONNECTED state
1.	UE to (R)AN: MM NAS Service Request (PDU session ID(s)).
	The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the RAN. The MM NAS Service Request message shall be encrypted and integrity protected. The PDU session ID(s) in NAS message Service Request message indicates the PDU session that the UE selects to activate.
2.	(R)AN to AMF: N2 Message(MM NAS Service Request). Details of this step are described in RAN specifications. If the Service Request cannot be handled by the AMF, the AMF reject it.
	The (R)AN forwards the MM NAS Service Request message to the AMF based on the existing N2 connection.
3a.	[Conditional] AMF to SMF: N11 Message (PDU session ID(s)).
	The AMF sends N11 message to SMF(s) associated with the PDU session ID(s).
4.	Based on the new location info, the SMF checks the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of UPF that connecting to RAN, SMF selects a new intermediate UPF.
5a.	[Conditional] SMF to new intermediate UPF: N4 Session Establishment Request
If the SMF selects a new intermediate UPF for the PDU session, an N4 Session Establishment Request message is sent to the new intermediate UPF, providing Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU session anchor info for this PDU Session is also provided to the T-UPF.
5b.	new UPF to SMF: N4 Session Establishment Response
The new UPF sends an N4 Session Establishment Response message to the SMF. If the UPF allocates CN tunnel info, the UPF provides CN DL tunnel info and UL tunnel info (i.e. CN N3 tunnel info) to the SMF. The SMF starts a timer, to be used in step 17a to release the resource in old UPF if there is one.
6a.	[Conditional] SMF to UPF (PSA): N4 Session Modification Request
The SMF sends N4 Session Modification Request message to PDU session anchor UPF, UPF (PSA), providing the DL tunnel information for the new intermediate UPF.
6b.	UPF (PSA) to SMF: N4 Session Modification Response 
The UPF (PSA) sends N4 Session Modification Response message to SMF.
3b7.	[Conditional]SMF to AMF: N11 Message (N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)) to the AMF.
	Upon reception of the N11 Message in step 3a, each The SMF generates N2 SM information and sends N11 Message to the AMF to establish the User Plane(s) for the PDU sessions. The N2 SM information contains information that the AMF shall provide to the RAN.
48.	[Conditional]AMF to (R)AN: N2 Request (N2 SM information (QoS profile, CN N3 Tunnel Info) received from SMF, MM NAS Service Accept).
	If there are multiple PDU Sessions that involves multiple SMFs, AMF does not need wait for responses from all SMFs in step 3b7.
59.	(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the QoS Flows of the PDU Sessions and Data Radio Bearers activated.
	The RAN forwards the MM NAS Service Accept to the UE.
610.	After the User Plane radio resources for the selected PDU session are setup, the uplink data from the UE can now be forwarded to RAN. The 5G RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 3b7.
711.	[Conditional] (R)AN to AMF: N2 Request Ack (N2 SM information (RAN Tunnel info, List of accepted QoS Flows for the PDU Sessions activated, List of rejected QoS Flows for the PDU Sessions activated). This step is described in detail in RAN specifications.
	The message may include N2 SM information(s), e.g. RAN tunnel information. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response).Editor's note: Further detailing of the messages in N2 is FFS and is to be coordinated with RAN3.
812.	[Conditional] AMF to SMF: N11 Message (N2 SM information (RAN Tunnel info, List of accepted QoS Flows, List of rejected QoS Flows)) per accepted PDU Session to the SMF.
Editor's note: It is FFS whether the non accepted QoS Flows exists and how to handle the non-accepted QoS Flows.
Editor's note: Procedure to pause charging by SMF is FFS.
913.	[Optional] SMF to PCF: If dynamic PCC is deployed, SMF may initiate IP-CAN Session Modification and provides new location information to the PCF.
	See clause x.y.z for details.
10a14a.	[Conditional] SMF to UPF: N4 Session Update Request(RAN tunnel info and List of accepted QoS Flows).
	If a User Plane is to be setup or modified the SMF initiates a N4 Session Modification procedure and provides RAN Tunnel Info. See clause x.y.z for more details.
10b14b.	[Conditional] UPF to SMF: N4 Session Update Response.
	See clause x.y.z for more details.
1115.	[Conditional] SMF to AMF: N11 Message ACK.
Editor's note:	It is FFS whether this message is needed.
16a.		[Conditional] SMF to old UPF (intermediate): N4 Session Release Request
If there is an old UPF (intermediate), the SMF initiates resource release, after timer in step 6b expires, by sending an N4 Session Release Request (Release Cause) to old UPF.
16b.	Old UPF (intermediate) to SMF: N4 Session Release Response
The old UPF (intermediate) acknowledges with an N4 Session Release Response message to confirm the release of resources.

***** Third Change *****

[bookmark: _Toc480389716]4.9.1.1.2	Xn based inter NG RAN handover with User Plane function relocation
This procedure is used to hand over a UE from a Source RAN to a Target RAN using Xn when the AMF is unchanged and the SMF decides that the Source UPF is to be relocated.
Editor's Note: Impact on UL-CL and/or BP functions is FFS.
It is assumed that the PDU session for the UE comprises of an UPF that acts as a PDU session anchor and an intermediate UPF at the time of this Handover procedure. The Source UPF referred in this clause is the UPF which terminates N3 interface in the 5GC and it serves as the PDU mobility anchor for the given PDU session. The presence of IP connectivity between the Source UPF and Source RAN, and between the Target UPF and Target RAN, is assumed. 
The call flow is shown in figure 4.9.1.1.2-1.




Figure 4.9.1.1.2-1 - Xn based inter NG RAN handover with Source UPF relocation
	Steps 1-2 are the same as discussed in clause 4.9.1.1.1.
3.	For PDU sessions to be switched, the SMF then selects a new Target UPF based on UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of the UPF connecting to RAN, SMF selects a new Target UPF. Target UPF IP address assignment and allocation of downlink and uplink tunnel identifiers are performed by the SMF. An N4 Session Establishment Request (Target RAN address, uplink and downlink tunnel identifiers) message is sent to the Target UPF.
4.	The Target UPF sends an N4 Session Establishment Response message to the SMF. The SMF starts a timer, to be used in step 10.
5.	The SMF sends N4 Session Modification message to the PDU session anchor.
6.	The PDU session anchor responds with the N4 Session Modification Response message. At this point, PDU session anchor starts sending downlink packets to the Target RAN using the address and tunnel identifiers of the Target RAN via Target UPF.
7.	The SMF sends a N11 Message Ack (CN Tunnel Information) to the AMF.
Steps 8-9 are same as steps 7-8 defined in clause 4.9.1.1.
10.	Once the timer has expired after step 4, the SMF initiates Source UPF release procedure by sending an N4 Session Termination Release Request (Release Cause).
11.	The Source UPF acknowledges with an N4 Session Termination Release Response message to confirm the release of resources.

***** 4th Change *****

4.9.1.1.3	Xn based inter NG RAN handover with insertion of intermediate UPF
This procedure is used to hand over a UE from a Source RAN to a Target RAN using Xn when the AMF is unchanged and the SMF decides that an intermediate UPFis needed.
It is assumed that the PDU session for the UE comprises of only one UPF that acts as a PDU session anchor at the time of this Handover procedure. The presence of IP connectivity between the UPF (PDU session anchor) and Source RAN, and between the Target UPF and Target RAN, is assumed. 
The call flow is shown in figure 4.9.1.1.3-1.


Figure 4.9.1.1.3-1 - Xn based inter NG RAN handover with setup of intermediate UPF
	Steps 1-2 are the same as discussed in clause 4.9.1.1.1.
3.	For PDU sessions to be updated, the SMF then selects a new Target UPF (intermediate) based on UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If the UE has moved out of the service area of UPF connecting to RAN, SMF selects a Target UPF (intermediate). Target UPF IP address assignment and allocation of downlink and uplink tunnel identifiers are performed by the SMF. An N4 Session Establishment Request (Target RAN address, uplink and downlink tunnel identifiers) message is sent to the Target UPF (intermediate).
4.	The Target UPF (intermediate) sends an N4 Session Establishment Response message to the SMF.
5.	The SMF sends N4 Session Modification message to the PDU session anchor.
6.	The PDU session anchor responds with the N4 Session Modification Response message. At this point, PDU session anchor starts sending downlink packets to the Target RAN using the address and tunnel identifiers of the Target RAN via Target UPF.
7.	The SMF sends a N11 Message Ack (CN Tunnel Information) to the AMF.
Steps 8-9 are same as steps 7-8 defined in clause 4.9.1.1.

***** 5th Change *****
[bookmark: _Toc480389717]4.9.1.2	Inter NG-RAN node handover without Xn interface
[bookmark: _Toc480389718]4.9.1.2.1	General
This clause includes details regarding the inter NG-RAN node handover without Xn interface.
Editor's note: The interactions towards the UPF is FFS and it is also FFS whether there is a need for two separate information flows to address the scenarios of with and without UPF relocation.
The source RAN decides to initiate an N2-based handover to the target RAN. This can be triggered, for example, due to new radio conditions or load balancing, if there is no Xn connectivity to the target RAN, an error indication from the target RAN after an unsuccessful Xn-based handover, or based on dynamic information learnt by the S-RAN.
[bookmark: _Toc480389719]4.9.1.2.2	Intra AMF, inter NG-RAN node handover without Xn interface






Figure 4.9.1.2.2-1: Intra AMF, inter NG-RAN node handover without Xn interface
Editor's note: Details of Data forwarding are not shown in the Figure above and are FFS.
1.	S-RAN to AMF: Handover Required (Target ID, Source to Target transparent container, PDU session IDs).
Source to Target transparent container includes RAN information created by S-RAN to be used by T-RAN, and is transparent to 5GCN.
All PDU sessions handled by S-RAN (i.e. all existing PDU sessions with active UP connections) shall be included in the Handover Required message, indicating which of those PDU session(s) are requested by S-RAN to handover.
2.	AMF to SMF: PDU Handover Request (PDU session ID, Target ID).
This message is sent for each PDU-session indicated, by S-RAN, as an N2 Handover candidate.
PDU session ID indicates a PDU session candidate for N2 Handover.
3.	Based on the new location info, SMF checks if N2 Handover for the indicated PDU session can be accepted. The SMF checks also the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of the UPF connecting to RAN, SMF selects a new intermediate UPF.
4a.	[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment Request
If the SMF selects a new intermediate UPF, target UPF (T-UPF), for the PDU session and if CN Tunnel Info is allocated by the T-UPF, an N4 Session Establishment Request message is sent to the T-UPF, providing Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU session anchor tunnel info for this PDU Session is also provided to the T-UPF.
4b.	T-UPF (intermediate) to SMF: N4 Session Establishment Response 
The T-UPF sends an N4 Session Establishment Response message to the SMF with CN DL tunnel info and UL Tunnel info (i.e. N3 tunnel info). The SMF starts a timer, to be used in step 21a.
35.	SMF to AMF: PDU Handover Response (PDU session ID, SM N2 info).
SMF selects a UPF that supports N3 connectivity towards the Target RAN node.
Editor's note: The details of SMF and UPF interaction is FFS.
SMF checks if N2 Handover for the indicated PDU session can be accepted and The SMF includes the result in SM N2 info sent, transparently for the AMF, to the T-RAN. If N2 handover for the PDU session is accepted the SM N2 info also includes PDU session ID, N3 UP address and Tunnel ID of UPF, and QoS parameters.
46.	AMF supervises the PDU Handover Response messages from the involved SMFs. The lowest value of the Max delay indications for the PDU sessions that are candidates for handover gives the maximum time AMF may wait for PDU Handover Response messages before continuing with the N2 Handover procedure. At expiry of the maximum wait time or when all PDU Handover Response messages are received, AMF continues with the N2 Handover procedure (Handover Request message in step 8).
Editor's note: How the delay value for each PDU session is determined is FFS.
	
57.	[Conditional] AMF to SMF: PDU Handover Cancel (PDU session ID).
A PDU Handover Response message arriving too late (see step 5) is indicated to the SMF allowing the SMF to deallocate a possibly allocated N3 UP address and Tunnel ID of the selected UPF.
NOTE: Step 6 and 7 may start at step 4 and be performed in parallel with that and later steps.
68a.	[Conditional] AMF to SMF: Modify PDU Request (PDU session ID, Target ID).
This message is sent for each PDU-session without existing PDU sessions having active UP connections i.e. all possible PDU sessions not indicated, by S-RAN, as an N2 Handover candidate.
PDU session ID indicates a PDU session without active UP connections (i.e. a PDU session not in the list of candidates from S-RAN).
Editor's note: Whether this step is executed for all PDU sessions without active UP connections is FFS.
78b.	[Conditional] SMF to AMF: Modify PDU Response (PDU session ID).
This message is sent for each received Modify PDU Request message.
SMF selects a UPF that supports N3 connectivity towards the T-RAN.
Editor's note: The details of SMF and UPF interaction is FFS.
89.	AMF to T-RAN: Handover Request (Source to Target transparent container, MM N2 info, SM N2 info list).
AMF determines T-RAN based on Target ID. AMF may allocate a GUTI valid for the UE in the AMF and target TAI.
Source to Target transparent container is forwarded as received from S-RAN. MM N2 info includes e.g. security information and Handover Restriction List.
SM N2 info list includes SM N2 info from SMFs in the PDU Handover Response messages received until end of step 5.
910.	T-RAN to AMF: Handover Request Acknowledge (Target to Source transparent container, SM N2 response list, PDU sessions failed to be setup list).
Target to Source transparent container includes a UE container with an access stratum part and a NAS part. The UE container is sent transparently via AMF and S-RAN to the UE.
The information provided to the S-RAN also contains a list of PDU session IDs indicating PDU sessions failed to be setup and reason for failure (SMF decision, SMF response too late, or T-RAN decision).
The SM N2 response list includes, per each received SM N2 info and by SMF accepted PDU session for N2 Handover, a PDU session ID and an SM N2 response indicating the PDU session ID and if T-RAN accepted the N2 Handover request for the PDU session. For each by T-RAN accepted PDU session for N2 Handover, the SM N2 response includes N3 UP address and Tunnel ID of T-RAN.
1011.	AMF to SMF: Modify PDU Request (PDU session ID, SM N2 response).
For each from T-RAN received SM N2 response (included in SM N2 response list), AMF sends the received SM N2 response to the SMF indicated by the respective PDU Session ID.
If no new T-UPF is selected, SMF stores the N3 tunnel info of T-RAN in SM N2 response if N2 handover is accepted by T-RAN. 
12a.	[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment/Modification Request
If new UPF is selected and step 4a/b is performed, the SMF shall send N4 Session Modification Request indicating DL tunnel info of T-RAN to the UPF if N2 handover is accepted by T-RAN.
If new T-UPF is selected and step 4a/b is not performed, the SMF shall send N4 Session Establishment Request indicating N3 tunnel info of T-RAN to the UPF if N2 handover is accepted by T-RAN. The SMF shall also provide Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU session anchor info for this PDU Session is also provided to the T-UPF. The SMF starts a timer, to be used in step 21a.
12b.	T-UPF to SMF: N4 Session Establishment/Modification Response
The T-UPF acknowledges by sending N4 Session Establishment/Modification Response message to SMF. 
1113.	SMF to AMF: Modify PDU Response (PDU session ID).
This message is sent for each received Modify PDU Request message.
SMF performs preparations for N2 Handover by indicating N3 UP address and Tunnel ID of T-RAN to the UPF if N2 Handover is accepted by T-RAN. 
If N2 Handover is not accepted by T-RAN, SMF deallocates N3 UP address and Tunnel ID of the selected UPF.
Editor's note: The details of SMF and UPF interaction is FFS.
SMF acknowledges the Modify Request message by sending Modify PDU Response message to AMF.
1214.	AMF to S-RAN:  Handover Command (Target to Source transparent container, PDU sessions failed to be setup list).
	Target to Source transparent container is forwarded as received from AMF.
S-RAN uses the PDU sessions failed to be setup list and the indicated reason for failure to decide if to proceed with the N2 Handover procedure.
1315.	S-RAN to UE:  Handover Command (UE container).
UE container is sent transparently from T-RAN via AMF to S-RAN and is provided to the UE by the S-RAN.
1416.	UE to T-RAN: Handover Confirm.
After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the T-RAN. Handover is by this message considered as successful by the UE.
1517.	T-RAN to AMF: Handover Notify.
Handover is by this message considered as successful in T-RAN.
1618.	AMF to SMF: Handover Complete (PDU session ID).
Handover Complete is sent per each PDU Session to the corresponding SMF to indicate the success of the N2 Handover.
19a.	[Conditional] SMF to UPF (PSA): N4 Session Modification Request
The SMF sends N4 Session Modification Request message to PDU session anchor UPF, UPF (PSA), providing N3 tunnel info of T-RAN the or DL tunnel info of T-UPF if T-UPF is selected.
19b.	UPF (PSA) to SMF: N4 Session Modification Response
The UPF (PSA) sends N4 Session Modification Response message to SMF. At this point, UPF (PSA) starts sending downlink packets to the T-RAN, via T-UPF if T-UPF is selected.
1720.  SMF to AMF: Handover Complete Ack (PDU session ID).
SMF indicates to the selected UPF that downlink User Plane for the indicated PDU session may be switched to T-RAN. SMF confirms reception of Handover Complete.
Editor's note: The details of SMF and UPF interaction is FFS.
21a.		[Conditional] SMF to S-UPF (intermediate): N4 Session Release Request
If there is a source intermediate UPF, the SMF initiates resource release, after timer in step 6b or 12b expires, by sending an N4 Session Release Request (Release Cause) to source UPF.
21b.	S-UPF to SMF: N4 Session Release Response
The S-UPF acknowledges with an N4 Session Release Response message to confirm the release of resources.
1822.	AMF to S-RAN: UE Context Release Command ().
The AMF sends UE Context Release Command.
1923.	S-RAN to AMF: UE Context Release Complete ().
The source RAN releases its resources related to the UE and responds with a UE Context Release Complete () message.

***** End of Changes *****
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